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Supported Platforms
Preface

This document lists the different operating systems, databases, webapp servers, browsers, and thick client platforms supported by Axway products.

The products are grouped into the following categories:

- **Unified Flow Management**
  These products enable: Design and maintenance of data flows; Provisioning of systems; Enforcement of policies; and End-to-end visibility across all data flows.

- **Runtime engines**

- **Endpoints**

You can find the latest version of the Axway Supported Platforms document on the Axway Documentation Portal.

Who should read this document

This document is intended for service providers or IT decision makers who are planning to implement a solution using Axway products.
## Product releases covered in this document

This section lists the product releases covered in this document. For previous product releases, refer to the Synchrony documents.

**Last update: 18 February 2022**

<table>
<thead>
<tr>
<th>Product</th>
<th>From release</th>
<th>To release</th>
</tr>
</thead>
<tbody>
<tr>
<td>AccountingIntegrator</td>
<td>2.0</td>
<td>2.4</td>
</tr>
<tr>
<td>Activator</td>
<td>5.10</td>
<td>6.1</td>
</tr>
<tr>
<td>AI Suite Studio</td>
<td>2.3</td>
<td>2.4</td>
</tr>
<tr>
<td>API Gateway</td>
<td>7.3</td>
<td>7.7</td>
</tr>
<tr>
<td>API Portal</td>
<td>7.3</td>
<td>7.7</td>
</tr>
<tr>
<td>Application Studio</td>
<td>1.2</td>
<td>1.4</td>
</tr>
<tr>
<td>Automator</td>
<td>3.5</td>
<td>3.7</td>
</tr>
<tr>
<td>Axway Database</td>
<td>4.6</td>
<td>4.6</td>
</tr>
<tr>
<td>B2Bi</td>
<td>2.1</td>
<td>2.6</td>
</tr>
<tr>
<td>B2Bi WebTrader</td>
<td>2.3</td>
<td>2.4</td>
</tr>
<tr>
<td>Central Governance</td>
<td>1.0</td>
<td>1.1</td>
</tr>
<tr>
<td>Composer</td>
<td>3.7</td>
<td>3.8</td>
</tr>
<tr>
<td>Database</td>
<td>2.0</td>
<td>2.4</td>
</tr>
<tr>
<td>Decision Insight</td>
<td>2.0</td>
<td>2.0</td>
</tr>
<tr>
<td>Desktop Validator</td>
<td>4.12</td>
<td>5.1</td>
</tr>
<tr>
<td>EBICS Client (FEX)</td>
<td>1.0</td>
<td>1.1</td>
</tr>
<tr>
<td>EBICS Gateway (FEX)</td>
<td>3.1</td>
<td>3.6</td>
</tr>
<tr>
<td>EBICS Server (FEX)</td>
<td>2.8</td>
<td>2.8</td>
</tr>
<tr>
<td>Electronic Signature (FEX)</td>
<td>2.9</td>
<td>2.13</td>
</tr>
<tr>
<td>Gateway</td>
<td>6.15</td>
<td>6.17</td>
</tr>
<tr>
<td>Integrator</td>
<td>3.7</td>
<td>3.7</td>
</tr>
<tr>
<td>Interchange</td>
<td>5.10</td>
<td>5.12</td>
</tr>
<tr>
<td>InterPlay</td>
<td>2.1</td>
<td>2.4</td>
</tr>
<tr>
<td>Mapping Services</td>
<td>2.4</td>
<td>3.1</td>
</tr>
<tr>
<td>PassPort</td>
<td>4.5</td>
<td>4.6</td>
</tr>
<tr>
<td>ProcessManager</td>
<td>2.3</td>
<td>2.5</td>
</tr>
<tr>
<td>Secure Client</td>
<td>6.1</td>
<td>6.4</td>
</tr>
<tr>
<td>Secure Relay</td>
<td>2.4</td>
<td>2.21</td>
</tr>
<tr>
<td>SecureTransport</td>
<td>5.2</td>
<td>5.5</td>
</tr>
<tr>
<td>Sentinel</td>
<td>4.0</td>
<td>4.2</td>
</tr>
<tr>
<td>Sentinel Event Router</td>
<td>2.3</td>
<td>2.4</td>
</tr>
<tr>
<td>Sentinel Universal Agent</td>
<td>2.3</td>
<td>2.4</td>
</tr>
<tr>
<td>Server Validator</td>
<td>4.11</td>
<td>5.2</td>
</tr>
<tr>
<td>Track &amp; Trace</td>
<td>3.3</td>
<td>5.1</td>
</tr>
<tr>
<td>Transfer CFT</td>
<td>3.0</td>
<td>3.9</td>
</tr>
<tr>
<td>Transfer CFT Navigator</td>
<td>2.7</td>
<td>3.0</td>
</tr>
<tr>
<td>Transfer InterPel</td>
<td>3.11</td>
<td>7.3.2</td>
</tr>
<tr>
<td>TrustedFile</td>
<td>3.6</td>
<td>3.7</td>
</tr>
<tr>
<td>TSIM</td>
<td>3.9</td>
<td>3.9</td>
</tr>
<tr>
<td>Validation Authority</td>
<td>4.11</td>
<td>5.2</td>
</tr>
<tr>
<td>WebEDI Portal</td>
<td>3.6</td>
<td>3.6</td>
</tr>
</tbody>
</table>

*The product was named AI Suite Rule Engine from versions 2.0 to 2.1*

*For releases of Automator above 3.7, please refer to the product documentation*

*B2Bi WebTrader may be installed to extend B2Bi 2.3 and later*

*The product was named AI Suite Datastore from versions 2.0 to 2.1*
Supported Operating Systems (1/5): Main 64-bit Operating Systems

This section lists the core 64-bit operating systems supported by the Axway products.

|x.y| indicates that x.y and later product releases (including later generations) support the platform
|x.y| indicates that x.y is the only product release that supports the platform
|x.y| is in orange if x.y is not the latest product release
|x.y-x'| in orange, indicates the range of product releases that support the platform

Last update: 18 February 2022

See the "Product releases covered in this document" page

---

### Supported Operating Systems (1/5): Main 64-bit Operating Systems

<table>
<thead>
<tr>
<th>Operating System (64-bit)</th>
<th>IBM AIX</th>
<th>HP-UX</th>
<th>Red Hat Enterprise Linux</th>
<th>SUSE Linux Enterprise Server</th>
<th>Windows Server</th>
<th>Oracle Solaris</th>
</tr>
</thead>
<tbody>
<tr>
<td>6.1</td>
<td>power-64</td>
<td>1.7+</td>
<td>3.0+</td>
<td>4.0+</td>
<td>1.3+</td>
<td>4.0+</td>
</tr>
<tr>
<td>7.1</td>
<td>power-64</td>
<td>3.0+</td>
<td>4.0+</td>
<td>1.3+</td>
<td>2.0+</td>
<td>2.0+</td>
</tr>
<tr>
<td>7.2</td>
<td>power-64</td>
<td>3.0+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
<td>2.0+</td>
</tr>
<tr>
<td>7.3</td>
<td>ia64-64</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
<td>2.0+</td>
</tr>
<tr>
<td>11.1 (11.20)</td>
<td>ia64-64</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
<td>2.0+</td>
</tr>
<tr>
<td>11.1 (11.31)</td>
<td>ia64-64</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
<td>2.0+</td>
</tr>
<tr>
<td>5</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>6</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>7</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>8</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>10</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>11</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>12</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>12008</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>12008 R2</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>2012</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>2012 R2</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>2016</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>2019</td>
<td>x86-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>10</td>
<td>Sparc-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
<tr>
<td>11</td>
<td>Sparc-64</td>
<td>3.0+</td>
<td>1.7+</td>
<td>2.0+</td>
<td>4.0+</td>
<td>1.3+</td>
</tr>
</tbody>
</table>

---

**Notes:**

1. Integrator Enabler is supported on these platforms starting with 3.7
2. Starting with Accounting Integrator Enabler 2.3.0.0 SP6, installation on 64-bit is supported. For previous releases you must install the 32-bit build of Composer
3. Central Governance is supported on these platforms starting with 1.0.3
4. Composer is supported on Windows 2012 R2, starting from 3.8.0 SP12
5. Not supported by Transfer CFT Enabler - Supported by Integrator Enabler, starting with 3.7.3.0 SP6
6. RHEL 7 (64-bit) is supported starting with Composer 3.8.0 SP12, Integrator Enabler 3.7.3.0 SP04, and Sentinel Enabler 3.6.0.0 SP2. RHEL 7 (64-bit) is not supported by the Transfer CFT Enabler.
7. RHEL 7: avoid kernel 3.10.0-1231.67 as there is a bug that is seriously affecting the platform. Kernel patches can happen [see 1127947 on bugzilla.redhat.com]. Install a later kernel version or patch this version with patch level >= 3.10.0-123.20.1.67.
8. Central Governance is supported on these platforms starting with 1.1.3 SP1
9. Sentinel is supported on these platforms starting with 4.2.0 SP8
10. Passport is supported on this platform starting with 4.6.0 SP13
11. Sentinel Event Router is supported on these platforms starting with 2.4.0 SP18
12. Starting with Composer 3.8.0 SP18
13. Validated for Composer with Sentinel Enabler. Starting with Composer 3.8.0 SP21, Patch1 & Sentinel Enabler 3.6.0.0 SP7
14. Accounting Integrator Enabler support starting with Composer 3.8.0 SP21 and Accounting Integrator Enhancer 3.3
15. Starting with Sentinel 4.2.0 SP17
16. Starting with Central Governance 1.1.3 SP14
17. Sentinel Event Router 2.4 was validated with Red Hat 6.2
18. Starting with Sentinel 4.2 SP17
19. Starting with Passport 4.6.0 SP22
20. Validated on RHEL 3 (ia64-64) with Composer 3.8.0 SP21 & Accounting Enabler 2.4.0.0 SP13 & Sentinel Enabler 3.6.0.0 SP15 & Process/Manager Enhancer V2.3.1.0 SP9 (with Linux-x86-64 bits, build with Away Installer 4.9.5). RHEL 6 (64-bit) is not supported by Transfer CFT Enabler.

The following products are not concerned:
- Mapping Services
- Validator Toolkit Java

---

RHEL 7 : avoid kernel 3.10.0-1231.67 as there is a bug that is seriously affecting the platform. Kernel patches can happen. See 1127947 on bugzilla.redhat.com. Install a later kernel version or patch this version with patch level >= 3.10.0-123.20.1.67.

Central Governance is supported on these platforms starting with 1.1.3 SP1

Sentinel is supported on these platforms starting with 4.2.0 SP8

Passport is supported on this platform starting with 4.6.0 SP13

Sentinel Event Router is supported on these platforms starting with 2.4.0 SP18

Starting with Composer 3.8.0 SP18

Validated for Composer with Sentinel Enabler. Starting with Composer 3.8.0 SP21, Patch1 & Sentinel Enabler 3.6.0.0 SP7

Accounting Integrator Enabler support starting with Composer 3.8.0 SP21 and Accounting Integrator enhancer 2.3

Starting with Sentinel 4.2.0 SP17

Starting with Central Governance 1.1.3 SP14

Sentinel Event Router 2.4 was validated with Red Hat 6.2

Starting with Sentinel 4.2 SP17

Starting with Passport 4.6.0 SP22

Validated on RHEL 3 (ia64-64) with Composer 3.8.0 SP21 & Accounting Enabler 2.4.0.0 SP13 & Sentinel Enabler 3.6.0.0 SP15 & Process/Manager Enhancer V2.3.1.0 SP9 (with Linux-x86-64 bits, build with Away Installer 4.9.5). RHEL 6 (64-bit) is not supported by Transfer CFT Enabler.
## Supported Operating Systems (2/5): Main 64-bit Operating Systems

| Operating System | 6.1 & 7.4 x86-64 | 6.2 x86-64 | 6.3 x86-64 | 7.0 x86-64 | 7.3 x86-64 | 7.5 x86-64 | 2.0-2.2 | 2.1-2.3 | 3.0-3.6 | 3.6+ | 4.6 | 5.2-5.4 | 6.6.3 | 7.0-7.4 | 7.5+ | 7.7 | 7.8 | 7.9+ | 8.0-8.4 | 8.4+ | 9.x | 10.x-11.x | 12.x+ |
|------------------|-----------------|------------|------------|------------|------------|------------|--------|--------|--------|------|------|--------|------|--------|------|------|------|--------|--------|------|--------|-------|
| Red Hat Enterprise Linux | 7.5 | 7.4 | 6.8 | 6.9 | 7.1 | 7.2 | 7.3 | 7.4 | 5.6 | 5.5+ | 5.9+ | 5.10 | 7.4-7.5 | 2.3+ | 2.4+ | 5.3+ | 5.4+ | 3.0+ | 2.3+ | 2.4+ | 2.5+ | 2.6+ | 2.7+ | 5.5+ | 5.6+ | 6.1+ | 6.2+ | 6.3+ | 6.4+ | 6.5+ |

Notes:
- "x.y" indicates that x.y is the only product release that supports the platform.
- "/" indicates that x.y+ is the only product release that supports the platform.
- "**" indicates the range of product releases that support the platform.
- "x.y-2" indicates the range of product releases that support the platform.

| Operating System | 6.1 & 7.4 x86-64 | 6.2 x86-64 | 6.3 x86-64 | 7.0 x86-64 | 7.3 x86-4 | 7.4 x86-64 | 7.5 x86-64 | 2.0-2.2 | 2.1-2.3 | 3.0-3.6 | 3.6+ | 4.6 | 5.2-5.4 | 6.6.3 | 7.0-7.4 | 7.5+ | 7.7 | 7.8 | 7.9+ | 8.0-8.4 | 8.4+ | 9.x | 10.x-11.x | 12.x+ |
|------------------|-----------------|------------|------------|------------|------------|------------|--------|--------|--------|------|------|--------|------|--------|------|------|------|--------|--------|------|--------|-------|
| Red Hat Enterprise Linux | 7.5 | 7.4 | 6.8 | 6.9 | 7.1 | 7.2 | 7.3 | 7.4 | 5.6 | 5.5+ | 5.9+ | 5.10 | 7.4-7.5 | 2.3+ | 2.4+ | 5.3+ | 5.4+ | 3.0+ | 2.3+ | 2.4+ | 2.5+ | 2.6+ | 2.7+ | 5.5+ | 5.6+ | 6.1+ | 6.2+ | 6.3+ | 6.4+ | 6.5+ |

Notes:
- "x.y" indicates that x.y is the only product release that supports the platform.
- "/" indicates that x.y+ is the only product release that supports the platform.
- "**" indicates the range of product releases that support the platform.
## Supported Operating Systems (3/5): Main 64-bit Operating Systems

This section lists the core 64-bit operating systems supported by the Axway products.

Last update: 18 February 2022

### Operating System (64-bit)

<table>
<thead>
<tr>
<th></th>
<th>Endpoints</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Activator</td>
</tr>
</tbody>
</table>

#### IBM AIX
- 6.1 power-64
- 7.1 power-64

#### HP-UX
- 11iV2 (11.23) ia64-64
- 11iV3 (11.31) ia64-64

#### Red Hat Enterprise Linux
- 5 x86-64
- 6 x86-64
- 7 x86-64
- 8 x86-64

#### SUSE Linux Enterprise Server
- 10 x86-64
- 11 x86-64
- 12 x86-64
- 15 x86-64

#### Windows Server
- 2008 x86-64
- 2008 R2 x86-64
- 2012 x86-64
- 2012 R2 x86-64
- 2016 x86-64
- 2019 x86-64

#### Oracle Solaris
- 10 sparc-64
- 11 sparc-64

### Notes:
1. Activator supports RHEL 6 (64-bit), starting from 5.10.1 SP6
2. Secure Client supports this Operating System, starting from 6.1 SP1
3. Starting with Activator 6.1 UP2021-07
4. Support of RHEL 6 stops with Activator 6.1 UP2021-07

The following products are not concerned:
- Mapping Services
- Validator Toolkit Java
### Supported Operating Systems (OS): Additional Operating Systems

This section lists the additional operating systems supported by some products.

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>SUSE Linux</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**Note:**
- x.y is in orange if x.y is not the latest product release.
- x.y+ indicates that x.y and later product releases (including later generations) support the platform.
- x.y-x'.y is in blue if x.y-x'.y is not the latest product release.
- x.y-x'.y+ indicates that x.y-x'.y and later product releases (including later generations) support the platform.

**Platforms**
- CG
- B2B
- TSIM
- EBICS Gateway (FEX)
- EBICS Server (FEX)
- Interchange
- Sentinel
- Passport
- Central Governance
- API Portal
- Integrator Enabler
- Accounting Integrator
- Transfer CFT
- Transfer InterPel
- TrustedFile
- TSIM
- Validation Authority
- WebEDI Portal

**Last update:** 18 February 2022
See the "Product releases covered in this document" page.
## Supported Operating Systems (5/5): Additional Operating Systems

This section lists the additional operating systems supported by some products.

- `x.y` indicates that `x.y` is the only product release that supports the platform. 
- `x.y` in orange indicates the range of product releases that support the platform. 
- `x.y+` and `x.y-x'.y` indicates that `x.y` and later product releases (including later generations) support the platform. 

Last update: 18 February 2022. See the "Product releases covered in this document" page.

### Notes:

1. Not supported by Integrator Enabler.
2. Delivered with a streamlined 64-bit build.
3. Transfer CFT supports Z/OS 2.1, starting from 2.3.1.
4. Not supported by Integrator Enabler: 3.7 and higher.
5. Solaris 10 (x86-64) is supported by Integrator 3.7, starting from 3.7.3 SP4. It was also supported by Integrator 3.5.
6. To install the Accounting Integrator enabler, you must install the 32-bits build of Composer.
7. Transfer Interpel 7.3.2 supports Z/OS 2.2, starting from SP5.
8. Solaris 10 (x86-64) is supported by Integrator Enabler, starting from 3.7.3.0 SP6.
9. Transfer CFT supports IBM i 7.3, starting from 3.1.3 SP11.
10. IBM AIX 6.1 support is removed for CFT 3.3.2.
11. Z/OS 2.4 is supported by Transfer CFT starting from 3.3.2.
12. Starting with Transfer CFT 3.3.2.

The following products are not concerned:

- Mapping Services
- Validator Toolkit Java

<table>
<thead>
<tr>
<th>Operating System</th>
<th>Endpoints</th>
<th>Engine Parameters</th>
<th>Runtime Engines</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Operating System</strong></td>
<td><strong>Endpoints</strong></td>
<td><strong>Engine Parameters</strong></td>
<td><strong>Runtime Engines</strong></td>
</tr>
<tr>
<td>11iV1 (11.11)</td>
<td>ia64-64</td>
<td></td>
<td></td>
</tr>
<tr>
<td>11iV1 (11.11)</td>
<td>parisc-32</td>
<td>3.7+</td>
<td>3.7+</td>
</tr>
<tr>
<td>11iV1 (11.11)</td>
<td>parisc-64</td>
<td>3.7+</td>
<td>3.7+</td>
</tr>
<tr>
<td>11iV2 (11.23)</td>
<td>parisc-32</td>
<td>3.7+</td>
<td>3.7+</td>
</tr>
<tr>
<td>11iV2 (11.23)</td>
<td>parisc-64</td>
<td>3.7+</td>
<td>3.7+</td>
</tr>
<tr>
<td>11iV3 (11.31)</td>
<td>parisc-32</td>
<td>2.4</td>
<td></td>
</tr>
<tr>
<td>11iV3 (11.31)</td>
<td>parisc-64</td>
<td>2.4</td>
<td></td>
</tr>
<tr>
<td>6.1 power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>6.6.3 power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>3.6+ power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>3.0-3.1 power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>5.10 power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>3.6+ power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>3.0-3.1 power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>5.10 power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>3.6+ power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>3.0-3.1 power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>5.10 power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>3.6+ power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>3.0-3.1 power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
<tr>
<td>5.10 power-32</td>
<td>2.3+</td>
<td>2.3+</td>
<td>2.3+</td>
</tr>
</tbody>
</table>
Virtualization support

Axway provides support for Axway products running in a virtual environment in an identical manner as with Axway products running on any other major x86-based system without initially requiring the reproduction of issues on native hardware. If, however, Axway suspects that the virtualization layer is the root cause of an incident, then the customer is required to contact the appropriate virtualization support provider to resolve the virtualization issue.

While Axway products are expected to function properly in a virtual environment, there may be performance implications which can invalidate Axway’s typical sizing and recommendations.

Refer to the product documentation to know if a specific virtualization feature is supported.
## Supported Databases

This section lists the supported databases required by Axway products that have a database prerequisite.

### Oracle (DBA)

<table>
<thead>
<tr>
<th>Database</th>
<th>11.1</th>
<th>1.0</th>
<th>3.7+</th>
<th>4.5+</th>
<th>4.0</th>
<th>3.5+</th>
<th>2.1</th>
<th>2.0</th>
<th>3.0</th>
<th>2.1-2.2</th>
<th>2.0</th>
<th>2.9</th>
<th>2.1</th>
<th>3.7</th>
<th>5.10</th>
<th>3.2</th>
<th>3.0</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>11.2</td>
<td>1.2+</td>
<td>1.0+</td>
<td>3.7+</td>
<td>4.5+</td>
<td>4.0+</td>
<td>7.3+</td>
<td>3.5+</td>
<td>2.1-2.5</td>
<td>2.0-2.1</td>
<td>2.0</td>
<td>2.9</td>
<td>2.1</td>
<td>3.7</td>
<td>5.10</td>
<td>3.2</td>
<td>3.0</td>
</tr>
<tr>
<td></td>
<td>12.1</td>
<td>1.0+</td>
<td>17</td>
<td>3.8</td>
<td>6,18</td>
<td>4.5+</td>
<td>4.0+</td>
<td>7.3+</td>
<td>3.5+</td>
<td>2.1-2.5</td>
<td>2.0-2.1</td>
<td>2.0</td>
<td>2.9</td>
<td>2.1</td>
<td>3.7</td>
<td>5.10</td>
<td>3.2</td>
</tr>
<tr>
<td></td>
<td>12.2</td>
<td>1.1</td>
<td>32</td>
<td>3.8</td>
<td>6,18,33</td>
<td>4.6</td>
<td>3.5+</td>
<td>17</td>
<td>4.6</td>
<td>4.0+</td>
<td>4.1+</td>
<td>7.3+</td>
<td>3.5+</td>
<td>2.1+</td>
<td>2.2+</td>
<td>2.5</td>
<td>5.3-5.4</td>
</tr>
<tr>
<td></td>
<td>18c</td>
<td>3.8</td>
<td>6,18,33</td>
<td>4.6</td>
<td>4.0+</td>
<td>4.1+</td>
<td>7.3+</td>
<td>3.5+</td>
<td>2.1+</td>
<td>2.2+</td>
<td>2.5</td>
<td>5.3-5.4</td>
<td>19,22</td>
<td>3.4+</td>
<td>28</td>
<td>3.9</td>
<td></td>
</tr>
<tr>
<td></td>
<td>19c</td>
<td>1.1</td>
<td>48</td>
<td>3.8</td>
<td>6,18,33</td>
<td>4.6</td>
<td>4.0+</td>
<td>4.1+</td>
<td>7.3+</td>
<td>3.5+</td>
<td>2.1+</td>
<td>2.2+</td>
<td>2.5</td>
<td>5.3-5.4</td>
<td>19,22</td>
<td>3.4+</td>
<td>28</td>
</tr>
</tbody>
</table>

### SQL Server

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>1.0</td>
<td>3.0</td>
<td>1.0</td>
<td>3.0</td>
<td>1.0</td>
<td>3.0</td>
<td>1.0</td>
</tr>
</tbody>
</table>

### MySQL

<table>
<thead>
<tr>
<th>Database</th>
<th>5.1</th>
<th>5.5</th>
<th>5.6</th>
<th>5.7</th>
<th>5.8</th>
<th>5.9</th>
<th>5.10</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>1.0</td>
<td>3.0</td>
<td>2.0</td>
<td>3.0</td>
<td>2.0</td>
<td>3.0</td>
<td>2.0</td>
</tr>
</tbody>
</table>

### MariaDB

<table>
<thead>
<tr>
<th>Database</th>
<th>10.4</th>
<th>10.5</th>
<th>10.6</th>
<th>10.7</th>
<th>11.1</th>
<th>11.5</th>
<th>12.1</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>2.2</td>
<td>2.6</td>
<td>2.9</td>
<td>2.9</td>
<td>2.6</td>
<td>2.9</td>
<td>2.6</td>
</tr>
</tbody>
</table>

### DB2

<table>
<thead>
<tr>
<th>Database</th>
<th>9.1</th>
<th>9.5</th>
<th>9.7</th>
<th>10.1</th>
<th>10.5</th>
<th>11.1</th>
<th>11.5</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>9.6</td>
<td>9.6</td>
<td>9.6</td>
<td>9.6</td>
<td>9.6</td>
<td>9.6</td>
<td>9.6</td>
</tr>
</tbody>
</table>

### PostgreSQL

<table>
<thead>
<tr>
<th>Database</th>
<th>10.7</th>
<th>11.1</th>
<th>11.2</th>
<th>14</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>2.0</td>
<td>2.0</td>
<td>2.0</td>
<td>2.0</td>
</tr>
</tbody>
</table>

### Axway Database

<table>
<thead>
<tr>
<th>Database</th>
<th>4.4</th>
<th>5.6</th>
<th>1.0+</th>
<th>1.0+</th>
<th>1.0+</th>
<th>1.0+</th>
<th>1.0+</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>2.0</td>
<td>2.0</td>
<td>2.0</td>
<td>2.0</td>
<td>2.0</td>
<td>2.0</td>
<td>2.0</td>
</tr>
</tbody>
</table>

Refer to the notes on the next page!
The following products are not concerned:

Gateway
Mapping Services
Transfer CFT
Integrator
API Portal
AccountingIntegrator
Server Validator
Sentinel Event Router
Sentinel Universal Agent
Transfer InterPel
Decision Insight
Validation Authority
Sentinel Universal Agent
Transfer CFT Navigator
TrustedRel

Notes:
1. DB2 supports Awebo Database 4.6, starting from 2.0.2 SP1 and ending with 2.1
2. Supported when using Iboss
3. Not supported by Integrator Enabler
4. Tested on Windows
5. Tested on z/OS
6. These databases are not supported by Transfer CFT Enabler
7. DB2 supports SQL Server 2006, starting from 2.5.1
8. To be installed, the Web Dashboard part requires another database.

This limitation has been removed with Sentinel 4.1 release.

API Gateway supports WarpBI 10.1, starting from 7.5.3
10. Automator doesn’t support IPV6 with these databases
11. Central Governance embeds its own database
12. Sentinel supports MySQL 5.6 and Awebo Database 4.6, starting from 4.3.1
13. Central Governance supports Oracle RAD, starting from 1.2.2 SP1
14. WebDB Portal supports SQL Server 2012, starting from 3.1.3 Patch 4
15. BECS Gateway supports this database only with its embedded application server
16. Passport supports Oracle 12c, starting from 4.6.0 SP5
17. Central Governance is supported on this platform starting with 1.0.3
18. Starting with SAP 3.6.5 SP12 and with Integrator Enabler 1.7.5.0
19. Starting with ST 5.4 Patch 36, SecureTransport only supports the Oracle Database Enterprise Edition, and only for Large Enterprise Cluster architecture
20. SecureTransport provides an embedded database
21. BECS Server supports Oracle 12c L, starting from 2.8.1 SP2
22. SecureTransport supports this database, starting from 5.3.1
23. SecureTransport supports this database only for Large Enterprise Cluster architecture
24. Electronic Signature supports this database, starting from 3.9.2
25. Track & Trace only supports the Oracle Database Enterprise Edition. Minimum supported release is 11.2.0.4.
26. API Portal supports this database, starting from 7.5.1
27. BECS Gateway supports Oracle 12c.1 Database, starting from 3.1
28. Minimum supported release is 12.2.0.2.0
29. Central Governance is supported on this platform starting with 1.1.3 SP1
30. Oracle 12c is supported on Sentinel 4.2.0 starting with SP10
31. Oracle 12c is supported on Passport 4.6.0 starting with SP14
32. Central Governance supports Oracle 12c.2, starting from 1.1.3
33. JBoss 3.4.0.0.0 allows database upgrade to SQLDB, Sentinel Enabler 3.4.0.0.0, Accounting Integrator Enabler 3.4.0.0.0, Accounting Integrator Enabler 3.4.0.0.0, Integrator Enabler 3.7.3.0.0 SP14 or newer for a full compatibility.

Otherwise a workaround is required on the DB server side: add Oracle parameter: $ORACLE_HOME/network/admin/sqlnet.ora file (if the file doesn’t exist, add it in that path)

34. Starting with Composer 3.8.0 SP2
35. Starting with Sentinel 4.2.0 SP4
36. Starting with Sentinel 4.2.0 SP6
37. Validated with Composer 3.8.0.0.0 & Accounting Enabler 2.4.0.0 & Sentinel Enabler 3.4.0.0.0 SP6 Installation, on Linux 64-bit.
38. Starting with Tracked 2.2.1 SP1
39. Starting with Database 2.3 SP13
40. Oracle 12c-TLS supported for the connection with the database
41. Version 5.7.12 or later if using TS2 for the connection with the database
42. Starting with SecureTransport 3.4.0.0.0 and 1.4.0.0.0
43. Starting with Sentinel 4.2.0 SP2
44. Starting with Sentinel 4.2.0 SP4
45. Starting with Sentinel 4.2.0 SP6
46. Starting with Passport 4.6.0 SP19
47. Starting with API Portal 7.7.20200320
48. Starting with Central Governance 1.3.0 SP16
49. Starting with B2Bi 2.4 SP1
50. Starting with ST 3.6.6
51. Starting with Sentinel 4.2.0 SP21
52. Supported up to B2Bi 2.6 SP1
53. Starting with B2Bi 2.6 SP2
54. Starting with API Gateway 7.7 September 2020 Update (7.7.20200930)
55. Starting with B2Bi 2.6 SP1
56. Starting with EBICS Client 1.1 SP1
57. Starting with IBM DB 3.1 SP8
58. SQL Server 2012 is supported up to IBM DB 3.1 SP8
59. Starting with IBM DB 3.4 SP12
60. Starting with IBM DB 3.3 SP10
61. Starting with IBM DB 3.4 SP12
62. Starting with IBM DB 7.7 March 2021 Update (7.7.20210330), Follow the following recommendation for using the mysql connector

https://axway-open-docs.netlify.app/docs/apim_installation/apigtw_install/metrics_db_install/#add-third-party-jdbc-driver-files

Otherwise a workaround is required on the DB server side: add Oracle parameter: $ORACLE_HOME/network/admin/sqlnet.ora file (if the file doesn’t exist, add it in that path)

This limitation has been removed with Sentinel 4.1 release.

Though, the Web Dashboard part can access Tracked Objects located on a DB2 Database.

Central Governance supports SQL Server 2000, starting from 2.6.1 SP1
65. Starting with Central Governance 1.1.3 SP17
66. Amazon PostgreSQL 12.4 support starting with B2Bi 2.6 UP2021-04
67. Starting with fiveCONNECT 1.1 SP5
68. Starting with API Portal March 2021 Update (7.7.20210330)
69. Starting with CG 1.1.3 SP17
70. Starting with DB2 2.6.1 SP12
71. Starting with DB2 2.6.1 SP2
72. Oracle 11.2 is supported up to IBM DB 3.4 SP12
73. Axway Database 4.6 SP12 is supported up to IBM DB 3.4 SP12
74. DB2 11.5 support starting with B2Bi 2.6.1 SP2021-04
75. SQL Server 2019 is supported up to IBM DB 3.4 SP12
76. Tested on Windows
77. Tested on z/OS
78. Not supported by Integrator Enabler
79. Supported when using JBoss
80. Supported when using Iboss
81. B2Bi supports Axway Database 4.6, starting from 2.0.2 SP1 and ending with 2.1

The following products are not concerned:

Automator
API Portal
AccountingIntegrator
Decision Insight
Gateway
Integrator
Meeting Services
Secure Relay
Sentinel Event Router
Sentinel Universal Agent
Server Validator
SecureTransport
TrustedRel
Validation Authority
Validator Toolkit Java
Supported Webapp Servers

This section lists the web application servers required by some Axway products. x.y indicates that x.y is the only product release that supports the platform.

This section lists the web application servers required by some Axway products. x.y+ indicates that x.y and later product releases (including later generations) support the platform.

x.y is in orange if x.y is not the latest product release.

x.y-x’.y’ in orange, indicates the range of product releases that support the platform.

See the “Product releases covered in this document” page.

Last update: 18 February 2022

<table>
<thead>
<tr>
<th>Webapp Server</th>
<th>Engine Servers</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Accountant</td>
</tr>
<tr>
<td>Apache Tomcat</td>
<td>6  4.0+</td>
</tr>
<tr>
<td>JBoss EAP</td>
<td>8  1.1+</td>
</tr>
<tr>
<td>WebLogic</td>
<td>7  6.0</td>
</tr>
</tbody>
</table>

Notes:
1. EBICS Server also supports JBoss 4
2. Track & Trace 3.4 and above also come with their embedded webapp server
3. PassPort is delivered with an embedded JBoss. Only the SSO agent can be run on another webapp server.
4. EBICS Gateway also comes with its embedded webapp server
5. Recommended starting with AISuite 2.4
6. The following products are not concerned:
   - Accounting
   - Activator
   - API Gateway
   - API Portal
   - Application Studio
   - Axway Database
   - B2B
   - Central Governance
   - Composer
   - Decision Insight
   - Desktop Validator
   - Electronic Signature (FEX)
   - Gateway
   - Integrator
   - Interchange
   - Mapping Services
   - Secure Client
   - Secure Relay
   - Secure Transport
   - Sentinel Event Router
   - Sentinel Universal Agent
   - Server Validator
   - Transfer CTF
   - Transfer CTF Navigator
   - Transfer Interpol
   - TrustedFile
   - TSIM
   - Validation Authority
   - Validator Toolkit Java
## Supported Web Browsers

<table>
<thead>
<tr>
<th>Title</th>
<th>Desktop Browser</th>
<th>Engine Servers</th>
<th>Application Studio</th>
<th>Hub</th>
<th>API Gateway</th>
<th>API Portal</th>
</tr>
</thead>
<tbody>
<tr>
<td>Chrome</td>
<td>latest 7.4+</td>
<td>latest 5.12+</td>
<td>latest 3.8</td>
<td>12</td>
<td>latest 7.3-7.4</td>
<td>latest 4.12+</td>
</tr>
<tr>
<td>Firefox</td>
<td>latest 7.4+</td>
<td>latest 5.12+</td>
<td>latest 3.8</td>
<td>12</td>
<td>latest 7.3-7.4</td>
<td>latest 4.12+</td>
</tr>
<tr>
<td>Safari</td>
<td>latest 7.4+</td>
<td>latest 5.12+</td>
<td>latest 3.8</td>
<td>12</td>
<td>latest 7.3-7.4</td>
<td>latest 4.12+</td>
</tr>
<tr>
<td>Edge</td>
<td>latest 1.1206+</td>
<td>latest 5.12+</td>
<td>latest 3.8</td>
<td>12</td>
<td>latest 7.3-7.4</td>
<td>latest 4.12+</td>
</tr>
</tbody>
</table>

**Notes:**
1. Integration Authority supports three browsers, starting from 4.11.2.
2. Central Governance supports IE11 starting from 4.10.2.
3. This is supported by the SecureTransport tests client, not supported for Axway UI.
4. SecureTransport supports newer browsers starting from 5.2.1.
5. Integrator Developer 10.1 and higher is not supported on 64 bits (including Windows 10 x64).
6. Accounting Integrator Developer UI is supported only on 32-bit OSes.
7. SecureTransport supports these browsers starting from 5.3.3.
8. Accountant Enabler UI 3.7 and higher is not supported on 32-bit OSes (including Copilot).
9. Microsoft doesn't support anymore Internet Explorer 9 and 10 on these Operating Systems. Thus, SecureTransport supports these browsers starting from 5.3.1.
10. SecureTransport supports these browsers starting from 5.3.5.
11. Microsoft doesn't support anymore Internet Explorer 9 and 10 on these Operating Systems. Thus, SecureTransport supports these browsers starting from 5.3.6.

**Endpoints:**
- Application Studio
- Central Governance
- Decision Insight
- EBICS Client (FEX)
- EBICS Gateway (FEX)
- EBICS Server (FEX)
- Electronic Signature (FEX)
- InterPlay
- Track & Trace
- Transfer CFT
- TSIM
- Activator
- WebEDI Portal

**Web Browsers:**
- Chrome
- Firefox
- Safari
- Edge

**Platforms:**
- Windows 10 x86-64
- Windows 8.1 x86-64
- Windows 8
- Windows 7
- Windows XP, 7
- OS X 10.11
- OS X 10.10
- OS X 10.9
- OS X 10.8

**Operating Systems:**
- 31 3.9 6
- 9
- 3.9 6
- 7.3-7.6
- 15 3.3+
- 3.0-3.1
- 3.5+
<table>
<thead>
<tr>
<th>Thick Client Platform</th>
<th>Unified Flow Mgt.</th>
<th>Engine Servers</th>
</tr>
</thead>
<tbody>
<tr>
<td>Windows</td>
<td></td>
<td></td>
</tr>
<tr>
<td>XP</td>
<td>4.0-4.1</td>
<td>2.7</td>
</tr>
<tr>
<td>7</td>
<td>4.0+</td>
<td>3.7+</td>
</tr>
<tr>
<td>8</td>
<td></td>
<td>6.15+</td>
</tr>
<tr>
<td>Ubuntu</td>
<td>11.04</td>
<td>3.8</td>
</tr>
<tr>
<td>12.04</td>
<td></td>
<td>3.8</td>
</tr>
</tbody>
</table>

Notes:
1. Integrator Enabler UI 3.7 and higher is not supported on 32-bits Operating Systems (including Copilot)
2. Accounting Integrator Enabler UI is supported only on 32-bits Operating Systems
3. Policy Studio runs on the same platforms as API Gateway with the following additional requirements on Linux and UNIX: X-Windows environment and GTK+ 2
5. See Supported Web Browsers for details
6. Windows 10 is supported starting from Integrator Enabler 3.7.3.0 SP6 and Copilot for Integrator 3.7.3 SP6
7. Windows 10 is supported starting from API Gateway 7.5.2

The following products are not concerned:
- Activator
- Datastore
- Accounting Integrator
- API Portal
- Application Studio
- Axway Database
- Administration
- Infrastructure
- B2B
- Central Governance
- Decision Insight
- Desktop Validator
- EBICS Gateway (FEX)
- EBICS Server (FEX)
- Interchange
- InterPlay
- PassPort
- Process Manager
- Secure Client
- Secure Relay
- Secure Transport
- Sentinel Event Router
- Sentinel Universal Agent
- Server Validator
- Track & Trace
- Transfer CFT
- Transfer CFT Navigator
- Validation Authority
- Validator Toolkit Java
- WebEDI Portal
- Electronic Signature (FEX)
- TSIM
- Transfer InterPel
- TrustedFile
- Gateway
- Process Manager